ANLEEAIEE - URTE
One Stop Solution for
Artificial Intelligence Trustworthiness

TUVRheinland®

www.tuv.com Precisely Right.



BREE A TEEEEZR)

M 2024 £ 8 B 1 HIEZEHISKHE

The EU Atrtificial Intelligence Act will officially
come into force on August 1, 2024.
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The EU Artificial Intelligence Act, a landmark legislation aimed at regulating the use of artificial
intelligence within the European Union, is set to be officially enforced starting on August 1, 2024.
This comprehensive framework will classify Al systems based on their risk levels and introduce
stringent guidelines to ensure their responsible and ethical deployment across various sectors.
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and Trends of Artificial Intelligence (Al)
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Over the past few decades, artificial intelligence has undergone a dramatic shift from theoretical exploration to practical application.
Breakthroughs in deep learning, reinforcement learning, and other technologies have enabled machines to make remarkable
achievements in computer vision, nature language generation, and natural language understanding. In the application of artificial
intelligence, traditional industries such as automotive, healthcare, financial services, transportation, and manufacturing are also
increasingly applying artificial intelligence to replace and supplement the original solutions. Artificial intelligence systems that surpass
human capabilities in certain tasks or domains already exist and are iterating capabilities faster than ever imagined.
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Our Services
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Artificial Intelligence Data
Security Testing and Certification
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Artificial intelligence & Robotics Artificial intelligence & Internet of Things Artificial intelligence & Big Data

BZHRE
SERVICE LINES

ATERE. BIREEARER ANIEERS. HIEERAAEIZE AIEBERS. HEENLL

Al/Data Management Framework Al system/Dataset Development & Operation Al system/Dataset Testing
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Risk & Compliance Design & Development Index & Evaluation
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Meet stakeholder expectation in a verifiable way
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Functional Safety Cyber security Availability Quality Explainability Transparency
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Reliability Data Safety Resilience Accountability Predictability Robustness
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PROFOUND ACCUMULATION, we have hundred years of experience in quality, safety, security, reliability,
availability, maintainability, privacy and other trustworthiness related issues.

WIRFEASE, BiEEE2E, MUHAE. AITURSENERREK.
A SERVICE-ORIENTED APPROACH helps you see the full picture and make informed, actionable and cost-
efficient decisions.
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A COMPREHENSIVE, TOP-DOWN PORTFOLIO APPROACH ensures each stakeholder, from your organization's
leaders to its technical practitioners, are involved and engaged in the process to ensure necessary buy-in, ongoing
collaboration and long-term success.
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A GLOBALLY CONSISTENT PORTFOLIO, that is far-reaching and equally deep, gives your organization access

to the strategic guidance, proven processes and best-in-class technology necessary to effectively manage risk
brought by artificial intelligence, protect critical assets and thrive in the Al era.
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OUR END-TO-END TRAINING, AUDITING, ASSESSMENT AND CERTIFICATION SERVICES are state-of-the-art,
forward-looking solutions that help you always stay ahead and competitive.
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COMPLIANCE-ORIENTED SOLUTIONS helps companies to build an Al management framework that meets
standards and regulatory requirements.
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Related Standards (Partial example)
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STANDARD NUMBER STANDARD NAME KEYWORDS
ISO/IEC 42001 Information technology — Artificial intelligence — Management system Al BIEKZ
ISO/IEC 5338 Information technology — Artificial intelligence — Al system life cycle processes Al & B HR
ISO/IEC 38507 Infp_rnjat_|on tgchnology — quer_nanoe of IT — Governance implications of the use of Al IR
artificial intelligence by organizations
ISO/IEC 23894 Information Technology — Artificial Intelligence — Risk Management X &8
ISO/IEC TR 24368 Information technology — Artificial intelligence — Overview of ethical and societal Al IR
concerns
ISO/IEC 25059 Software engineering — Systems and software Quality Requirements and Evaluation A FE

(SQuaRE) — Quality model for Al systems
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1: Overview

ISO/IEC 5469 Artificial intelligence — Functional safety and Al systems R4
ISO PAS 8800 Road Vehicles — Safety and artificial intelligence etk &
ISO/IEC 23053 Framework for Artificial Intelligence (Al) Systems Using Machine Learning (ML) e SIHEZE
ISO/IEC 22989 Informatlon technology — Artificial intelligence — Artificial intelligence concepts and BEAES
terminology
ISO/IECTR 24027 Info_rmatlon tgchnology — Artificial intelligence (Al) — Bias in Al systems and Al aided SRS
decision making
Information technology — Artificial intelligence — Overview of trustworthiness in -
B e artificial intelligence AlRE
ISO/IECTR 24029 - 1 Artificial Intelligence (Al) — Assessment of the robustness of neural networks — Part LR 45

ISO/IECTR 24030

Information technology — Artificial intelligence (Al) — Use cases

Al B fE RtAs

safety evaluation framework

1ISO 29119 - 11 Guidelines on the testing of Al - based systems Al i

ISO/IECTR 4213 Inforr'nlatlo.n technology — Artificial intelligence — Assessment of machine learning INE 2
classification performance

ISO 34502 Road vehicles — Test scenarios for automated driving systems — Scenario based Al U
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STANDARD NUMBER STANDARD NAME KEYWORDS
ISO 3534 - 1 Sta’EIS.tICS —Vogabulary and symbols — Part 1: General statistical terms and terms Al
used in probability
ISO 22736 Taxonomy and Qef|n|t|ons for terms related to driving automation systems for on — 5 2 4510,
road motor vehicles
Intelligent transport systems — Low - speed automated driving (LSAD) systems
1ISO 22737 for predefined routes — Performance requirements, system requirements and KEB B
performance test procedures
ISO/IEC 24372 Information technology — Artificial intelligence (Al) — Overview of computational NEL
approaches for Al systems
Safety of machinery — Relationship with ISO 12100 .
ollEE ity = 2 Part 5: Implications of artificial intelligence machine learning HEES Al
ISO/IEC 5339 Information technology — Artificial intelligence — Guidance for Al applications Al [z
. IR . . . o HaE
ISO/IECTS 8200 !nforma‘uon technology — Artificial intelligence — Controllability of automated artificial AIH% BE
intelligence systems AR
) ) ) A . ) ANIEgE
ISO/IEC 27403 Cybersecurity — loT security and privacy — Guidelines for loT— domotics PP
ISO/IECTR 17903 Informa_tlon teqhnology — Artificial intelligence — Overview of machine learning e
computing devices
Systems and software engineering — Systems and software Quality Requirements
ISO/IECTS 25058 | and Evaluation (SQuaRE) — Guidance for quality evaluation of artificial intelligence (Al) NI EREIEE

systems
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for big data analytics

ISO/IECTR 20547 | Information technology — Big data reference architecture KEHE
1SO 8000 - 8 Information and data quality — Concepts and measuring HERE
Systems and software engineering — Systems and software Quality Requirements " =
el ey and Evaluation (SQuaRE) — Measurement of data quality BiRRE
ISO/IEC 20546 Information technology — Big data — Overview and vocabulary REE
ISO/IEC 24668 Information technology — Artificial intelligence — Process management framework KR

ISO/IEC 5392

Information technology — Artificial intelligence — Reference architecture of
knowledge engineering

Al fIRT 2

ISO/IEC 8183

Information technology — Artificial intelligence — Data life cycle framework
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